
11 SCARY, SPOOKy 
Security stats

These spooky cyber security stats are 
sure to give you a fright this Halloween. 
But don’t fret too much -- we have the 
tools and resources you need to better 

protect your data.

68% of all breaches reported 
by healthcare providers to the Health 
Department were due to Lost or stolen devices. 

laptops are stolen in 
the United States 
every single week. The dead sea.
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DON’T BE SCARED, IT’S ONLY ENCRYPTION.

Encryption is software that scrambles the data on your devices, making 
it unreadable to anyone without the right credentials. So if your someone 
stole your laptop and tried to access private information on it, they would 

be unable to see it, read it, use it, or sell it. 

where do mummies swim?

of all data breaches involve a 
laptop, desktop, or mobile device.48%



What is the biggest threat to your data?

HUMANS
and the answer is...

*HUMAN ERROR IS A FACTOR IN 95% OF ALL CYBER SECURITY INCIDENTS

A Vampires B zombies C humans

*BYOD = BRING YOUR OWN DEVICE

Beware 
of BYOD!!

70% OF COMPANIES 
LACK AN APPROVED 

BYOD POLICY

WITHOUT A BYOD POLICY, 
EMPLOYEE’S DEVICES ARE 

A SECURITY WEAKNESS

Take heed! !

80% of analyzed security breaches 
were financially motivated.

169,000,000
Personal records were exposed 

through breaches in 2015

How many laptops 
are stolen in a year?

= 15,600 laptops

624,000 laptops

Four out of five data breach 
victims don’t realize that they’ve 

been breached until at least a 
week after the attack.

WHO IS TEKLINKS? 
A national leader in cloud computing, managed services, engineering services, and 
value-added resale. We’re a team of expert techies and business professionals who are 
passionate about building valuable relationships and getting things done right. Simply 
put: We make IT work for business.

Think your business is safe from 
cyber attacks?

It’s not.
50% of small-to-medium 

businesses have been 
targeted by a cyber attack.


